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1	Overall description

SA3 thanks the researchers and the GSMA CVD Panel of Experts to make 3GPP aware of attack scenarios related to OAuth 2.0 and slicing in 5G. 
SA3 has studied the issues and approved the attached CRs. 
While admitting that these attacks can happen, SA3 would like to bring to the researchers' attention the following. 
It is always a trade-off between achieving perfect security and weighting the related impact to a frozen specification. Eg., an access token only valid for one-time consumption is most secure and is needed for certain scenarios but would create lots of signalling traffic if for certain scenarios a new access token request is needed every time. Hence, additional means to protect against stealing such access token are needed. 

2	Actions
To 3GPP GSMA CVD PoE and CT4: 

ACTION: 	
SA3 asks GSMA CVD PoE and 3GPP CT4 to take this information into account.
CT4 may consider necessary stage 3 updates.

3	Dates of next TSG SA WG3 meetings
SA3#115	25 - 29 February 2024	Athens, Greece

